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OO11en3BECTHO, OE3HAIMYHASL CUCTEMA PAacYeTOB C MC-  IUIACTUKOBBIX KapT. Kaxnblil ron MUpoBOil 060pOT coCTaBIIsIeT
MMOJb30BaHUEM OaHKOBCKUX IUIATEXHBIX KapT MPOAOJIKAeT  CBbIlle 3 TPJH nosul. KapTel npruHuMatoTcs 6osee yeM B 20 MITH
BHENPATHCS B HAIY XMU3Hb M3-3a YIOOCTBAa B MPUMEHEHNWH, TOPTOBBIX OpPraHM3aLMii .

BO3MOXXHOCTU OBICTPO OCYLIECTBUTH OIUIATy yciIyr 6e3 ouepe- ———m—————
I U OyMaxKHO# BOJIOKUTHI. B Mupe BoImyiieHo 6osee 1.5 mipa ! Cu.: URL: https://www.kp.ru/guide/plastikovye-karty-bankov.html
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CornacHo cratuctuke LleHTpanabHoro 6anka Pecryoauku
V36ekuctaH, B 2019 1. 6610 SMUTHpPOBaHO Ha 14.8% Gosnblie
TUTACTUKOBBIX KapT, T.¢. 20.5 MutH mTyk. O0beM I1aTexeit, ocy-
LIECTBJIEHHBIX TOJILKO Uepe3 IiaTexxHble TepMuHaibl, 3a 2019 1.
coctaBui 71 mupa CYMZ. Haubonbliiiee KoinuecTBO KapT cpenu
roc6aHKoB 3MUTUPOBaHO HaponHbiM 6aHKOM — 4 MJTH (pOCT Ha
7.5%), ¢ yuacTrieM MHOCTpaHHOTO KanuTajia 879.2 Teic. (pocT
Ha 27.6%), yactHbiMu 6aHKamu: OpueHt PuHaHc bankom —
252.4 Thic. (poct Ha 16.1%)°.

JlaHHBIM TTOKa3aTesib YKa3blBaeT Ha BOCTPEOOBAHHOCTD
y HaceJleHUs] 0AaHKOBCKHUX KapT B CBSI3U C JIETKOCTHIO U BHITO-
JIOi1 €ro MCIIOIb30BAaHMS B IUIAHE DKOHOMMM BPEMEHHBIX 1 Ma-
TepHabHBIX 3aTpat. Ho mpu ncnoinb30BaHUM UX HEOOXOTUMO
IIOMHHUTB O HEKOTOPBIX HeraTUBHBIX TocenctBusx. Chepa oka-
3aHUsT OAHKOBCKUX YCIIYT, MIATEXKK C UCIIOJIb30BaHMEM TUIACTH -
KOBBIX KapT, B YaCTHOCTHU 3JIEKTPOHHBIE, IIPH TAKOM 000pOTe
JIEHEXHBIX CPEICTB BCe OOJIbIIE TIPUBIEKAIOT MOILIIEHHUKOB.

HecMoTps Ha TO UTO MaHHBIN BUI MOIIEHHUYECTBA TTOSI-
Bwics B PecniyOinike Y306eKuCTaH CpaBHUTEIBHO HEAABHO, yXKe
B 90-x romax XX B. ObLIM pa3pabOTaHbl TEXHOJOTUU, TTO3BOJISIB-
1IMe BBISIBJATH (PAKT cOBepllieHUs] MollleHHUYecTBa. OAuH 13
MepPBBIX pa3pabOTUNKOB TaKUX TexHooruii — Falcon; npyrue Be-
IyIIye TTPOrpaMMHBIE PEIIeHUS IS T.H. TUTACTUKOBOTO MOIIIEH-
HHUYeCcTBa BKiIovaroT Actimize, SAS, BAE Systems Detica u IBM.

Texnuka ¢ummHra 66112 TONPOOHO omucaHa B 1987 .,
a caM TepMUH TosiBWICS 2 stHBapst 1996 1. B HOBOCTHOI IpyIIIie
alt.online-service.America-Online cetn Usenet, XOTsI BO3MOXHO
ero 0oJjiee paHHee YIIOMMHAHME B XaKepCKOM KypHaJje 2600%.

IIpecTyrieHHs ¢ UCMOJBb30BAHUEM TUIATEXKHBIX KapT Tpe-
OYIOT MOBBIIIEHHOTO BHUMAaHMSI, IIOCKOJIbKY MOILIEHHUKH MPH-
YUHSIOT yiep0 He TOJBKO HEIOCPEACTBEHHO IMOCTPANABIINM,
HO B T.4. KPEAUTHBIM OPraHU3alusIM ¥ TOCYIapCTBY, ITOIPhI-
Bas ToBepue K HUM. JIOCTaTOYHO BCIIOMHMTD CUTYaIlUIO, CBSI-
3aHHYI0 ¢ mudpoBanbiukamMmu WannaCry u ExPetr, koTopbie
napaju3oBaii pabOThl KOMITbIOTEpHBIX cucteM. CyTh JTaHHOM
aTaku ObLIa B TOM, YTO I10J1b30BaTe/IM, IIOABEPTIINECS BUPYC-
HOIl aTake, MOJIy4aJu IPeAyIpexXaIeHre O BHIILJIATE BBIKYyIIA
B KPUNTOBAJIIOTE, B MIPOTMBHOM CJIydyae BOCCTaHOBJIeHHUE (aii-
JIOB HEBO3MOXHO. Kak npaBmiio, 60JIbIIMHCTBO MOCTPAAaBIINX,
00sICh MOTePU LIeHHOM MH(pOpPMaLMY Ha YCTPOMCTBE, TPOU3BO-
IUIM OIUIATY, HO Ja)e B 9TOM CjIydae KO paciincpOBKU He
IIPUCHLUIAJICS.

Mo1eHHUYEeCTBO MOXHO Pas3acanTh Ha CICAYIOIIUC BUOBI:

C MCTOJIb30BaHUEM O0aHKOMAaTOB (CKMMMUHT, 0aHKO-
Mar-mpu3pax, JInBaHcKas TeT/s, TPATINHT);

MyTeM CO3MaHusT GUKTUBHBIX CAITOB U pacChUTKM e-mail co-
o01IeHu# (pUILIMHT);

C BBIYXXKMBaHMEM Kojia TJIACTMKOBOW KapThl MOCTpa-
MABIIIETO TIOJ BUIOM IIepeBOa JIEHEXHBIX CPENCTB (MHTEPHET-
0JIarOTBOPUTETIBHOCTD);

MoleHHuueckue npuioxenust (MasterCraft for Minecraft,
Skins, Mods, Maps for Minecraft PE, Boys and Girls Skins);

2 Cm.: CratucTiueckuii GIoJIeTeHb LleHnrpanbpHoro 6anka Pe-
crnyonuku Y3oekucrad. 2019 roa. C. 322.

3 Cm.: URL: www.nuz.uz

# Cwm.: URL: https://ru.wikipedia.org/wiki/%D0%A4%D0% B8
%D1%88%D0%B8%D0%BD%D0%B3#%D0%A0%D0%B0%D0
%BD%D0%BD%D0%B8%D0%B9_%D1%84%D0%B8%D1%88%
D0%B8%D0%BD%D0%B3 % D0%BD%D0%B0_AOL

CABBIPBAEBA

C UCMOJIb30BAaHUEM BUPTYAJIbHOTO ((PUILMHT) Uau odraitH
(CKUMMMHT) IPOCTPAHCTBA;

He CYIIeCTBYIOINe TuTacTUKoBbIe KapThl Card not present
fraud — CNP (B ABcTpanuu Takoii BUI MOIIIEHHUYECTBA COCTa-
BWI 85% OT 00I1Iero ynciia TuIacCTUKOBOTO MOIIIEHHUYECTBa C
YOBITKOM 0K0J10 500 MJIpn ;[onn.s).

CylIecTBYeT ellle MHOTO Pa3HOBUIHOCTEH IJIACTUKOBOTO
MOILIEHHUYECTBA. XOTEJIOCh ObI aKLIEHTUPOBATh BHUMaHMUE Ha
HanboJjiee pacrpoOCTPaHEHHBIX U3 HUX.

K nmpumepy, dumuHr (aHw. phishing, ot fishing — pbiOHasT
JIOBJISI, BBIY>)KMUBAHKE) — BUIl UHTEPHET-MOIIIEHHUYECTBA, 1IeJIbIO
KOTOPOTO SIBJISIETCS MOJTyYEHME T0CTYMNA K KOH(PUASHIMATbHBIM
NIAHHBIM T0JIb30BaTeNIeil — JJOTMHAM U MapoJIsiM .

Ilo maHHBIM IIeHTpa Xaa00 Ha MHTEPHET-IIPeCTYIICHUS
®BP, momennuueckue aeiicteus Turna BEC npuBenu K dhakTu-
YEeCKMM TTOTEPSIM B pa3mepe 0oJiee 4.5 MJIpI T0JIJ1., U OHU Tpel-
CTaBJISAIOT COOOM II100aTbHYIO npoGneMy7. OnacHOCTb JaHHBIX
MUCEM 3aKJII0YaeTCsl B TPU3bIBE HE3aMEIUTEIbHO OTBETUTh Ha
COOOILIEHNE WU TTEPEHTH MO CChUIKE U3-3a SIKOOBI Ype3Bbluaii-
HOI cpoyHOCTH neia. UMeHHO naHHas yJI0BKa MCMOJIb3yeTCs
B OOJIBIIMHCTBE clydaeB camMmuMu ¢uinepaMu. O6 omacHOCTH

JaHHOTO HOBOT'O MOIICHHMWYECTBA roBOpUjia JI.C. Xa(bI/BOBaS,

06 ogHOM 13 BUIoB ¢ummHra — H.C. IOpquHH9.

Henwss cormacutbess ¢ MHeHusiMu P.X. XypcaHoBa
nuA.y. AHOp606BalO 0 TOM, YTO (DUIITMHT OCYIIECTBIISIETCS ITy-
TEM TIepeaun MICEM TT0Jb30BaTENSIM OT KPEIUTHBIX OpTaHM3a-
uuii. DTo oHA U3 PAa3HOBUIHOCTEN (DUIITMHTA, HO OTIIPABUTENIN
U aJipecaThl MOTYT OBITH pa3HEIE.

B HenmaBHell GUITMHTOBOIT KaMITaHUU TpyTia 74 (Takke 13-
BecTHas Kak Sofact, APT28, Fancy Bear) Hauenmiach Ha mpo-
deccuoHanoB B obaactu KubepdbezonacHocTu. bbulo Hamuca-
HO 3JIEKTPOHHOE TTMCHEMO, STKOOBI CBSI3aHHOE ¢ KOH(epeHInei
Cyber Conflict U.S. Conference, BIoxeHNE SIBIISIOCH TOKYMEH-
TOM, COIepXKalllUM BpenoHOCHbIN Makpoc Visual Basic mis npu-
noxenuit (VBA), KoTopblit 3arpyxai U 3aIyckall pa3BelbiBa-
TeJIbHOE BPEAOHOCHOE MPOorpaMMHOe obecrieueHne, Ha3blBae-
Moe Seduploader”. A 2T0 yxXe 0oJsiee yCOBEPIIEHCTBOBAHHBIN
BUI (pUIIMHTa, KOTOPBII UMeeT OOMbIINI 0XBAaT, HECMOTPSI Ha
Y3KUi1 KPYT TTOCTPAAABILUX.

> Cw.: William Joley. Common credit card frauds and how to
avoid them. July 10, 2019. URL: https://www.savings.com.au/
credit-cards/credit-card-fraud

® Cm.: URL: https://ru.wikipedia.org. @uimrHr
7 Cm.: URL: https://www.osp.ru/winitpro/2019/03/13054903

8 Cm.: Xagpuzoea JI.C. YroJ0BHO-TIPABOBbIC 1 KPUMUHOJIOTHYC-
CKHe acTeKThl POTUBOACHCTBUSI (PMHAHCOBOMY MOILICHHUYECTBY:
aBToped. nuc. ... kKaHa. opua. Hayk. H. Hosropon, 2008.

7 Cm.: FOpoukun H.C. KubepMoIieHHUYeCTBO: XapaKTepPUCTH -
Ka, NMpUeMbl U METO/bl ero coBepiueHus // TaBpuueckuit Hayd.
o6o3peBaresib www.tavr.science. 2016. Ne 12 (17). Y. 2. C. 158.

19 Cm.: Xypcanos P.X., Anopboes A.Y. Kubepdupnorapink xu-
HOSITU: XXUHOMI-XyKYKHI Ba KpUMUHOIOTUK TaBcudu. b. 306.
IOpunuk daH Ba XyKyKHU Ky/UIall aMaIuETUHUHT 10J13ap0 Myam-
MoJIap¥ MaB3yCHIAry WIMUI-aMainii KoH(pepeHLIMs MaTepuasiia-
pu I xunn. Toshkent, 2020.

' Cm.: URL: https://www.osp.ru/winitpro/2019/03,/13054903
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O MEPAX I10 MTPOTUBOJAENUCTBUIO MOILIEHHUYECTBY

C.A. CTopuak BbIIEIWI HEKOTOPbIE BUAbl aHTU(DUIINHIO-
BBIX TEXHOJIOTH, Takux Kak: [P-aapec, Touku, ciemn B URL,
MyCThIE SIKOPSI U T.1.

B yromnoBHbIx Konekcax Poccuiickoit @enepanyu, Mcnanum,
Wranuu, ®PI, KHP, llIBeiiiiapuu MOIIEHHUYECTBO C UCIOJIb-
30BaHMEM ILIATEXHBIX KapT BHICTYMAET B KaueCTBE KBAIUMDUIIM-
PYIOILIEro COCTaBa MPECTYIUICHUSI. YUUTHIBAsI, YTO B yTOJOBHOM
3aKOHOIATEILCTBE HET KBATM(DULMPYIOLIETO IIPU3HAKA, TIPELyC-
MaTpPUBAIOLIETO OTBETCTBEHHOCTD 3a IUIACTUKOBOE MOIIIEHHUYE -
CTBO, MpemiaraeTcs donoanums wacms 3 cm. 168 YK Pecnybnuku
Yabexucman nynkmom «e» — ¢ «Ucnonvb308aHuem naamedcHvx, noo-
0ebHBIX KApm UAU INeKMPOHHBIX CPEOCE NAAMENCa» .

MHorue rocynapcTsa He TOJbKO YCUIMBAIOT YTOJIOBHYIO OT-
BETCTBEHHOCTb 32 COBEPILEHME TAKOro BUIa MOLIEHHUYECTBA,
HO U MPUMEHSIIOT MePBHI 10 UX MPEeIoTBpallleHHI0. DTO KacaeTcst
HEe TOJBbKO TOCYIapCTBa B 1IEJIOM, MPO(UIAKTUKA MOIIEHHUYE-
CTBa TIPOBOMUTCS U B YACTHOM CeKTope. Tak, MHOTHe KOMIa-
HUY TTPOBOMIST TPEHUHTU, CEMUHAPHI CPEIN TIEPCOHAA C IENTbI0
MPEnOTBPATUTh (DUIITMHTOBBIE aTaKW Ha UX KOMITBIOTEPHBIE CH-
CTEeMBbI, T.K. aTaka U MOPaxXeHUe OIHOI0 KOMITbIOTEpa MOXET
TIPUBECTH K OO0 paboThl Beel GUPMbI ¥ TPUHECTH OTPOMHBIIA
yiiep6. Ho apdexkTuBHOCTD JaHHOM MPAKTUKKM KaK CEMUHAPhI
u Geceibl C COTPYAHUKAMU M1 TOTO, YTOOBI OHM ObUTH OnM-
TETHHBIMU U HE HAXXWMaJi Ha COMHUTENIbHBIE CCHUIKM, HEU3-
BectHa. Ha caiite OOH omy6aukoBaHa crathst «OcTeperaiitech
MOIIIEHHUKOB» C TIPEAYIIPEXKIEHNEM O TOM, YTO MOIIIEHHUKH,
NEMCTBYST OT MX UMEHU, B3UMAIOT ITJIATy 3a IKOOBI TPYIOYCTPOM -
CTBO, a TaK>Ke 3aMpalIuBaloT HOMEpPa U KOJbl 0aHKOBCKUX KapT.

JaHHBII (aKT, YTO MOIIEHHUKU MCTIOJIB3YIOT B CBOMX UH-
Tepecax MMEeHa BCEMUPHBIX OpraHU3aliuii, TOBOPUT O MacIITade
UX NesiTeNbHOCTU. MHOrue opraHm3aunu, 3aHMMaloIIecs: Bo-
npocamMy KUOepIpecTyIMHOCTU U 60pb0Oii ¢ (PUITMHTOM, OCTe-
peraioT OT MOJIb30BAHUST «COMHUTEIbHBIMU» caiiTaMu (He Ha-
JKMUMaTh Ha CCBUIKU, OTTIPaBJIEHHBIE TI0 2JIEKTPOHHOM TToUTe,
u T.1.). Ho Kak xe onpenenutb, NeCTBUTEIBHO JIM 3Ta CChLJIKA
COMHUTEbHA M €CTh YIpo3a (hUITMHTOBOM aTaKu, Belb MOIICH-
HUKU CO3[1al0T PACCBUIKU U JIKeBeO-CalThl U3BECTHBIX (UpM
C TOYHOCTBIO JIO LIBETOB U 1pudTa Haanuceit. Tak, K npume-
py, AHmeKc oTmpaBisieT CBOUM 3apPETUCTPUPOBAHHBIM O30~
BaTeJsIM TTMChMa C MIPENOCTepeXeHNEM OT (UIITMHTOBBIX aTak
MOIIEHHUKOB ¢ Ha3BaHHeM «Kak OTIMYUTh XOpOILINe MIChMa
OT MUCEM MOIIIEHHUKOB». OMHAaKO B TaHHOM TTHUChME UMEET-
csl UMb MHGOPMAIIKST, YTO CJIEAyeT 00paTUTh BHUMaHUE Ha
BHELIHWIA BU caiita. XOTs caMu Aajiee YTBEPXKAAIoT, UTO MO/~
JeIbHbIe CaliThl YaCTO BBINISIST KaK CTPAHULIBI PEeabHO Cy-
IIECTBYIOIIIMX CEPBEPOB. A B cIydyae Habopa CEeKpEeTHOI MH-
dopMany 3IOYMBIIJIEHHUKY TIOJy4aloT HOCTYIT HE TOJIHKO
K TIOYTOBOMY SITITUKY, HO U K IPODWISIM B COLIMAIBHBIX CETSIX
U UHTEpPHET-0aHKy. XOT$ 3TO U OOLIEU3BECTHBIN (hakT, HO BCe
K€ KaK COKPAaTUTh POCT (DUIIMHTOBBIX aTaK M yoepeuyb ceOst
U CBOU HaKOILIEHUS?

H7s1 60pb0bI ¢ huimHrom A.A. Kaseixanos u 1. T. baiipy-
TMH PEKOMEHIYIOT «ITPOBEAEHNE NHCTPYKTaXeli co BceM Mepco-
HaJIOM KOMIaHUU; UCII0Ib30BAHUE 3aILUTHOTO MPOrPAMMHOIO
obecrieueHrs ; TPUHIIUT OBEepHUs BAXKHOU MHGMOPMAIUU TOTb-
KO KBaTN(UITMPOBAHHBIM COTPYITHUKAM»

2 Cwm.: Cmopuak C.A. O630p aHTU(DUIIUHTOBBIX TEXHOJIO-
ruii // Tlpo6aemsr Hayku. 2019. Ne 6 (42). C. 9—11.

13 Kasvixanos A.A., baipyeun U.T. ®uimHT, Kak mpobiieMa uist
crienanctos otnena Vb // CumBon Hayku. 2016. Ne 10—-2. C. 54.
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HauuonanbHbIi LIeHTp Kubepoe3onacHocT CoeTMHEHHOTO
Koponescta (NCSC) 14 yKa3bIBaeT Ha psii TPYIHOCTEH B Xom1e
«@HTU(PUILIMHTOBOIO 00pa30BaHUsI», B YACTHOCTU B CBSI3U C Ha-
pacTapIIM KOJIMYECTBOM U 00beMOM (DUIIMHTOBBIX YIPO3,
a TaKxKe HEOOXOMMMOCTBIO MIPUHSATHUS Mep 10 00bEeIMHEHUIO
TEXHWYECKMX CPEACTB 3alIMThI B BUPTYAJIbHOM ITPOCTPAHCTBE
C MOBBILLIEHUEM YPOBHS OCBEAOMJIEHHOCTHU IOJib30BaTeeit
0 pacrpocTpaHEeHHbIX BUAaX (UIIMHIOBBIX aTaK U CIocodax
MH(MOPMUPOBAHUS O HUX.

Taxk, mosyyaeTcst MOBBILLIEHNE OCBEIOMJIEHHOCTH TOJIb30-
BaTeseil 3To erle He 3aJ0T ycrexa B 6opuoe ¢ purmmmHrom. s
u3yyeHus 3(pPeKTUBHOCTU NPOBeNEeHUS NTPOPUIAKTUKY, Ce-
MUHap-TPEHUHTOB CPEIU COTPYAHUKOB, a TAKXKE B LEISIX U3y~
YeHUSs MOTEHI[MATIBbHOTO BIMSIHUSI HA BOCIIPUUMYUBOCTb K (U~
LIMHTY y4eHble U3 bpucTtonbckoro yHuBepcuteTa D. Buibsamc
(Williams) u A. IxxonHcoH (Joinson) MmpoBeiy UcclenoBaHUE,
Mo pe3yJbTaTaM KOTOPOTO ObLIO BBISICHEHO, YTO «(haKTOpPbI
OTHOCHUTEJIbHO MOJIyYeHHO! 3(h(HEeKTUBHOCTU 3aIMTHON UH-
dopmauru MOTYT MPSIMO BIUSTH HA OyIylllee HaMepeHue Ha
B3aMMOJIEICTBUE C TaHHOI MH(OpMalueii» ~, T.e. IpU ycTa-
HOBJIeHUU 3 (HEKTUBHOCTA MHMOPMALIMU 151 3aIUTHI OT (U~
LLIMHTA TO0Jb30BaTeIM CKJIOHHBI UCIIOJIb30BaTh €€ B BUPTYaJlb-
HOM IIPOCTPAHCTBE.

Ho He TosbKO 5TU Mepbl MOTYT 3aIMTUTh OT (PUITMHTOBOM
ataku. CortacHO MPOBENIEHHOMY MCCIEIOBAHUIO B OOJIbIIMH-
CTBE CJIy4yaeB MMKUCbMa OT MOILIEHHUKOB, Mpeiaraioline nepeii-
TH TIO CCHITKE Ha KaKOM-TO CaliT, comepkar OecCMbICIEHHbIE Ha-
60pbI OYKB, IUbP U cuMBOIOB. ObUIINATHHBIN caiiT 6aHKa WIN
JPYroro rocy1apCTBEHHOTO YUPEXIEHUSI, KOMIIAHUU CONEPXKUT
Ha3BaHMe, KOTOPOE NMEET OTHOILEHHE K €ro AESITeIbHOCTH.

DumUHroBble aTakW HaIlpaBJIeHBI Ha Ie3WHOOpPMALIUIO
MOTEHIIMAJIBHOTO MTOCTPANABILIEro ¥ MOOYKIeHUE TTePEUTH 1O
CChLIKE, 0a3upysICh Ha TAKUX YEJIOBEYECKMX Ka4eCTBaxX, KaK He-
OCTOPOXHOCTD, TOPOIUIMBOCTh, HEBHUMATEIbHOCTD. [1. B. Bax-
TeeB TaKKe CIMTAET, UTO «camasi pacIipoCTpaHEeHHAas! M OTlacHasT
dopma buUIIMHTa — pacchliKa MOJIb30BaTeNIsIM UHTEPHET-0aH-
KOB 3JIEKTPOHHBIX MUCEM, COAEPKAIIMX YBEIOMIEHUE O HEOO-
XOOMMOCTH MPOU3BECTU KAKMe-TO AEHCTBUS C YIETHOM 3aru-
CbIO UM CCBIJIKY, BHEIIHE ITOXOXYIO Ha aIpec BXOIa B JUYHBIN
KaOWHeT ToJib3oBaTteisl. B ykazaHHBIX crioco6ax MHTEPHET-MO-
IIEHHUYECTBA BMECTO MPSIMOTO B3JIOMa 3aIUIIIEHHON CHCTEMBI
(HampuMep, MHTEpHET-0aHKa) MOLIEHHUKN MCIIOJIb3YIOT YsI3-
BUMOCTbD IICUXOJIOTMH I10JIb30BaTeIsl, €r0 HEBHUMATEIbHOCTD,
nHAUPHEPEHTHOE OTHOIIEHNE K PYTUHHBIM OIEPALUIM, 10~
BEPUYMBOCTD, KaXKIy HaKUBBI»

Ha ocHoBanuu pacciaeaoBaHHbIX HEMOCPEACTBEHHO CaMUM
ABTOPOM YT'OJIOBHBIX O€JI KaCaTCJIbHO (DI/IHJI/IHFB. CJIEAYET BbIAC-
JIMTb HECKOJIBKO KJTIOUEBBIX O6CTOHTCJ’I])CTB, B pE€3yJIbTaTEC KOTO-
PBIX ITPOUCXOOAUT BUKTUMMU3ALIUA OT q)I/ILL[I/IHFOBbIX aTak:

MPpU HAJTUYUU B (PUIITMHTOBBIX THUChbMAaX apTYMEHTOB C BBICO-
KIM Ka4yecTBOM (0osiee MpaBIononoOHbIe, COOTBETCTBYIOT CTH-
JINCTUKE TIMChMa M MaHepe HAIMCaHMST «OTIIPABUTENST», COOT-
BETCTBYIOT TEMaTHKE BEACHUS TIEPEITUCKM );

4 Ccm.: NCSC Phishing Attacks: Defending Your Organisa-
tion. URL: https://www.ncsc.gov.uk/phishing (mata oGpalieHus:
10.07.2018).

S Williams E.J., Joinson A.N. Developing a measure of informa-
tion seeking about phishing // Journal of Cybersecurity. 2020. Vol. 6.
No. 1. P. 13.

16 Baxmees JI. B. O HEKOTOPBIX COBPEMEHHBIX CITOCO0aX COBEP-
IIEHUS] MOILIEHHUYECTBA B OTHOLIEHUU UMYIIECTBA (hPU3UUECKUX
mun // Poce. mpaso. 2016. Ne 3. C. 25.
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€CJIM OHU MPUIIJINA OT UCTOYHUKA C «BBICOKMM YPOBHEM»
noBepus (Ipy3bsi, HAYAJIbCTBO, KOJIJIETU, OaHK);

€CJIM XaHp MKMCbMa COOTBETCTBYET UCTOUYHUKY ((DOHOBBIE
WUTIOCTPALMK, IPUOT, KAPTUHKM, 1[BETA, KOHTPACT, PacIioio-
JKEeHUe M1UCchbMa, KauecTBO U300pakeHUii, HaIIUCH);

ecliM MMeeT MecTO OOJIbIION BPEeMEHHOW MPEeCCHHT
(«CPOYHO!», «<HEBAMEIJUWUTEJIBbHO», «OYEHb
BAXHO»).

Coo011eHMSsI, UCITOJIb3yeMble B (DMIIMHTOBBIX aTakax, CO-
JepxKar Mo KpaifHeil Mepe HEKOTOPOe JIOXKHOE WU ITPOTUBO-
peualiiee couepkaHue, KOTopoe 0ObIMHO MOXET ObITh UASHTU-
(GULIMPOBAHO MPU AOCTATOYHON cUCTeMaTU4ecKoit 00paboTKe.
CylecTBEeHHBIM BKJIAOM OBUIO MCCieOBaHUE, MPOBEICH-
Hoe Xin (Robert) Luo, Wei Zhang, Stephen Burd, Alessandro
Seazzu ', B KOTOPOM OBLIIO M3YyYEHO BIUSHUE IBPUCTUUECKOMN
cucTeMaTudeckKoil Moaean oopabotku nHpopmanuu HSM,
pa3paboTtaHHoil YalikeHOM, Ha BUKTUMU3ALUIO TIPU (PUILTAH-
roBbIx atakax. OHU MPUILITU K 3aKTI0YEHUIO, YTO KOHIIEHTpa-
LMST Ha TEXHOJIOTUSX UNEHTU(DUKALMU OTIIPaBUTENeH, a Takxke
00y4eHUHU MOJIb30BaTeNIeil MOXKET CIIOCOOCTBOBATH NMPUBJIEYE-
HUIO BHUMAaHUs K BBISIBICHUIO MOMIEIBHBIX M HACTOSIIIIUX OT-
TpaBUTENIE ITyTeM 00yJIeHUsT CITeIMaIbHO OPUEHTUPOBAHHBIM
MeTOolaM 1 HaBBbIKaM.

Duiepsl Py MOMBITKE COBEPILINTH (DUIIMHIOBYIO aTaKy Ha
ONpeeICHHYIO OpraHU3alMIo TTPOBOST UCCIeIOBaHUE TIepe-
MUCKU, BENESHUS JIe], TAaKKe U3Y4aroT COTPYAHUKOB, UX YBJIe-
YeHUs MO aKKayHTaM B COLMaNbHBIX ceTsx. Llenbto sBasercs
COCTaBJIEHHE 11eJIeBOT0 (PUIITMHIOBOTO MUChMa, 0COOCHHO JTaH-
HBIIl METO MPUMEHSIETCS, KOTIa B KaueCTBE MOCTpaJaBIIeTo
BBIOMPAIOT CAMOTO PYKOBOIUTENIS, T.K. B OTJIMYME OT ITPOCTOTO
COTPYIHMKA JOCTYII K €T0 TaHHBIM MOXET IIPEI0CTaBUTH BO3-
MOXKHOCTD IIOJIy4UTh 00Jiee LEHHYIO MH(POPMALIMIO, KOTOpas
BIOCJEACTBUM MOXET IIPUHECTH OOJIBIIYIO MPUOLLIL. [1oaTOMY
HEOOXOIMMO ObITh OCTOPOXKHBIM MPU BHIKJIAAbIBAHUN YaCTHOM
nHdopMaIum, 0cO6eHHO 0 MecTe PaboThl 1 0OroBapuBaTh JaH-
HBII MyHKT (coOM0AeHUe KOH(PUASHIMATbLHOCTH) TIPU COCTAB-
JIEHUM JOTOBOpa MpH HaiiMe Ha paboTy.

Jpyras Mepa peaoCTOPOXKHOCTH JIJIST 3alIUTHI B BUPTYalh-
HOM IIPOCTPAHCTBE — 3TO HEOOXOMMMOCTh BKITIOUCHUST (DYHK-
UM OIOBEIICHUS O COMHMTEIbHBIX WU MOIO3PUTEIbHBIX
caiitax, KoTopast umeeTcs B JT00oM TenedoHe. PekomeHmyer-
Csl TAaKXKe HE BXOAUTb B TAKME CAUTHI, AaXe €CJIM Ha 9TOM caiiTe
nMeeTcst Heooxonumas MH(popMaLus Uk B Heil 0ObsSIBICHbBI He-
BEPOSITHBIE CKUIKU U aKIIMK IO PO3BITPHIITY aBTOMOOWJIST WU
1eyoro goMa. JlaHHble CaiiThl CIIyKaT IJIs MIPUBJICUCHUST KaK
MOXHO OOJIBIIIOTO KOJMYECTBA JIIOAEH IJIs JajJbHEUIIEro 3a-
BJIaZicHUsI MHGOPMALIMEl 0 MOJIb30BaTele MU eT0 0AHKOBCKUX
JMAHHBIX, B JIyYILIEM cJIydae IS MPOBEACHMST MapKeTUHTA WITU
peKIaMbl TIPOAYKIINH.

K Tomy ke, Majio KTo oOpaliaer BHUMaHue Ha abopeBua-
Typsbl TUMa http u https. HTTP (Hypertext Transfer Protocol) —
3TO MPOTOKOJI MPUKJIATHOIO YPOBHS Tepeaayn TaHHBIX W3-
HavaJIbHO — B BHJIE TUTIEPTEKCTOBBIX TOKYMEHTOB B (hopmare
HTML, ucnonb3yercs i rnepenayv Npou3BOJbHbBIX JAHHBIX .

7 Cm.: Xin (Robert) Luo, Wei Zhang, Stephen Burd, Alessandro
Seazzu. Investigating phishing victimization with the HeuristiceSys-
tematic Model: A theoretical framework and an exploration. Ander-
son School of Management, University of New Mexico, 1924 Las
Lomas NE, MSCO053090, Albuquerque, NM 87131, USA. URL:
http://dx.doi.org/10.1016/j.cose.2012.12.003

18 Cm.: URL: www.wikipedia.com; https://g.co/kgs/4PNRWv

CABBIPBAEBA

XOTS OOJTBIIMHCTBO CANTOB TOCYIAPCTBEHHBIX YUPEKICHMIA,
KPYITHBIX KOMITAHWIT U B 1IEJIOM CaliT OpraHU3aInii, OCyIIecT-
BJISIIOIIMX JIETAJIbHYIO IeSITeIbHOCTh, HAYMHAIOTCSI ¢ ab0peBu-
aTypbl www. 1160 https. BykBa «S» B npotokose https o3Hauya-
€T CJIOBO «be30macHbIi» (aHrI. secure). To eCTb JaHHBIN cailT
MPOBEPEH Ha HAJIMUME OMTACHOCTH U SIBJISIETCS G€30MMaCHBIM TS
HCIIOJIb30BaHMSI, T.K. 00ecTieunBaeT KOHMUICHINATbHOCTb MH-
dopmannu myteM ee mudpoBaHusd. [1pu UCTIONIB30BaHUM CTO-
POHHHUX CaiTOB JIMOO MpPHU MOUCKE MHPOPMALIMU HEOOXOIUMO
OPMEHTUPOBATHCS TakKe M Ha TaKMe HI0AHChl 6€301acHOro
WHTEpHETA.

JlaHHBIE ITpaBUJIa SIBJISIOTCS JaJIeKO He MCUEPIIbIBAIOIINMH,
HO, TTOCKOJIbKY MOIIIEHHUKHU BCEraa B MOKMCKAX Jla3eeK, YTOObI
00OMTH CHCTEMY, OCO3HAB, YTO KOMITBIOTED B3JIOMaTh TPYIHEE,
OHU OPUEHTUPYIOTCSI Ha YesloBeUeCcKuil (hakTop (a3apr, eja-
HUe pa3dorareThb, MOJYINTh CKUAKY, BEIUTPATh B JIOTEpPEE U T.1I.)
npu QUIIMHIOBBIX aTakax. [103ToMy HEOOXOIMMO COOIIONATh
OCTOPOXXHOCTb M 00paIliaTh BHUMaHKE Ha 0COOCHHOCTHU U Tpa-
BWIa 6€30MacHOr0 MCMOJb30BaHUs MHTEPHETA BO N30eXKaHUE
TpaThl JCHEXKHBIX CPEICTB.

% % k

Hcxonst u3 BHIIEU3T0XKEHHOTO, aBTOP CHOPMYIMPOBAIT
KOMIIJIEKC Mep TI0 MPOTUBOJAEHCTBUIO OMHOMY U3 BUIOB TUTA-
CTHMKOBOTO MOILIEHHUYECTBA — (DUILIMHTY.

1. JoronauTs yacthb 3 cr. 168 YK PecnyOinuku Y30ekucraH
IIYHKTOM «I'» — C «HCIIOJIb30BaHMEM ILIATEXHBIX, ITOMIEIbHBIX
KapT WM 3JIEKTPOHHBIX CPEICTB ILIATEXax.

2. J1nst 3a1MThl OT (PUILIMHTA OTHPABJSITH MOJIb30BATENSIM
TOJIBKO MPOBEPEHHYIO U I0Ka3aBIIYyI0 CBOIO 3D HEKTUBHOCTD
nHMOpMaIHUIo.

3. B cTpyKType M cuctemMe opraHu3aiuu Ipyu HaiiMe Ha pa-
00Ty nepcoHalla MPOBOAUTbh MHCTPYKTAX 10 60pbbe ¢ KubepMo-
MIEHHNYECTBOM U MepaM MPOTUBONEUCTBUST (PUITIHTY, B CITy-
yae (pUIIMHTOBOM aTaky Ha KOMITAHUIO COTPYIHUK HECET Tep-
COHAJIbHYIO OTBETCTBEHHOCTb 32 MPUHECEHHbIC YOBITKU.

4. YcTaHOBJIEHUE UepapXyUu Cpear COTPYIHUKOB, B COOT-
BETCTBUM C KOTOPOI B 3aBUCMOCTHU OT BaXKHOCTH U KOH(DU-
IEeHUMAIbHOCTH MHGOPMALIMU K KaXI0i KaTeTOPUU Bblla-
eTCsl IOIyCK Ha Ty WIM MHYIO MH(GOPMALIMIO, KaK B BOSGHHBIX
YYPEKICHUSIX.

5. Ob6pamath, BHUMaHue Ha abOpeBuaTypbl Tuma http
u httpS, rme OykBa «S» (6e30TacHbIN) yKa3bIBaeT Ha MpeaBapr-
TeJIbHYIO MPOBEPKY caiiTa Ha HATMYKME OMACHOCTH.

6. BoisiesieHbI KJTIOUEBbIe OOCTOSITENBCTBA, B PE3YJIBTATe KO-
TOPBIX TIPOMCXOMUT BUKTUMH3ALHNS OT (DUIMTHHTOBBIX aTak.

7. O6s13aTebHOE BKIIIOUeHHE (DYHKIIUU OMOBEILISHUS O CO-
MHUTEJBHBIX MW MOJ03PUTENBHBIX caliTaX, KOTOpast UMeeTCst
B JIIOOOM Tesie(hOHEe UIIM KOMITbIOTEPE.

CoBpeMeHHbIE BUIbI MOILIEHHUYECTB MPEACTABISIOT 0O0JIb-
IIyIO OIACHOCTD, HEXeJIM 00bIYHOE MOIIEHHUYECTBO, B CBSI-
31 C TEM, UTO MPEAIOJaraloT co3IaHue MPECTYITHOM TPYITIbI
CIIELIMAJIMCTOB, BJAJCIOIINX KOMMIBIOTEPHBIMU HaBBIKAMMU,
MMeIT 0oJiee MMPOKUI KPYT ITOCTPamaBIINX, B HEKOTOPHIX
cJIydasiX UIMEIOT BO3MOXHOCTH, KAHAJIbI LIS TIepeHaIpaBIeHUs
JIEHEKHBIX CPEACTB Ha 3apy0OeskHbie 0aHKOBCKUE CYETa, UTOObI
YKJIIOHUTBHCSI OT OTBETCTBEHHOCTH. [ToaTOMY ycuaeHue Mep mo
WX TIPOTUBOIEICTBHIO JOJIKHO OBITh TIPEPOTraTUBOM IMPaBOOX-
PaHUTEIbHBIX OPTaHOB.
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